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[ Cybersecurity stakeholders of Tokyo 2020
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Cybersecurity Measures taken by the Government for Tokyo 2020 \<

« lt is critical to secure stable services supporting Tokyo 2020 by cybersecurity for its
successful operation.

« Torealize it, itis necessary to let critical service providers of the Games
understand/address their own cybersecurity risks, and to establish and strengthen the
structure for appropriate responses by timely information sharing among them.

® Establish the
Governmental Tokyo
2020 CSIRT as a core
organization of
information sharing
among stakeholders

® Discuss details by
demarcation between the
roles of the public and

private sectors in the
Outcomes of FY2015 Discussion Group for

» Criticality metrics for service Cybersecurity Structure
providers of Tokyo 2020 )
» Draft of risk assessment manual
» Agreement of information sharing
with the domestic cybersecurity
community

® Pick up critical service
providers for the Games
by criticality metrics

® Facilitate risk
management by chosen
providers with a manual
of risk identification,
analysis and evaluation




Timetable for Tokyo 2
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* Fiscal Year of Japan starts on April 1st.
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Challenges

* Unpredictability
No one can accurately predict future changes of
cyber threat trends. Keep flexibility.

« Complexity
Many stakeholders works simultaneously with a
lot of interoperations. Avoid combinational problem.

* Broadness
No organization, not even the Government of
Japan, can be a "Big Brother.” Keep cooperative
relationships domestically and internationally.

* Reputation-oriented big bosses
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Thank you for your attention!

We absolutely welcome your kind comments
and supports for our preparation for Tokyo 2020.

" I s c R Mational center of Incident readiness and
\ Strategy For Cybersecurity

Contact : ikai-k6i5@cyber.go.jp




