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After This Presentation You Will Know é

Åé How a Siemens-wide service helps to keep 

products more secure.

Åé That using OSS and COTS components is 

not a piece of cake.

Åé What we should and can do to cope 

with the challenges.
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Why Are We Using OSS and COTS Components?

Faster time-to-market

Lower development costs

Pre-made building blocks
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Where There is Light, There is Shadow. 

ÅProducts inherit security issues:

ÅVulnerability information is spread all over the Internet

ÅPatching is not always an easy task
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The Siemens-wide 

Security Vulnerability Monitoring (SVM) 

Service.
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Siemens Security Vulnerability Monitoring (SVM)
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Key Advantages of SVM For Siemens

Confidential information stays in Siemens

Neatly integrates into companyôs infrastructure

(e.g. SSO, email encryption)


