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Cyber Conflict
(for the purpose of this panel)
Disruptive attacks focuses achieving political outcomes/impacts.

What we do NOT talk about in this panel;
Cyber Espionage, Cyber Crime
Examples --

- Attacks against Estonia (2007)
- Attack against Georgia (2008)
- Attack against US and South Korea (2009)
- Hacker attacks over political dispute
- Anonymous attacks against many governments and organizations (2010 -)
- Stuxnet, Flame (2010 - 2012)
Need to respond to uncertainty and risk