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Malware mitigation WG

Malaysia would like to initiate

under 

Malware Mitigation Working Group 

Honeynet/ Lebahnet
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The project

Malware Mitigation Project
A collaboration within APCERT/OIC-CERT/Partners members to share 

malware threat, analysis, response and mitigation against cyber threat 
attacks

To conduct research in malware threats analysis with information 
sharing among participating members

Å Provide an overview of cyber threats landscape and to have a 
workable solution by doing collaborative research to mitigate the 

cyber threats
Å Sharing regular report/data on the malware attacks and focus on 

the impact analysis and remedial action
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Project plan

ωData Collection / 
RepositoryPhase I

ωData Analysis & SharingPhase II

ωMalware MitigationPhase III


